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Safeguard Your Business
From Common Scams

90% of all cyber-attacks focus on email users. More than 50% of all targeted attacks
include some form of malicious link or attachment sent via email.

v| StayAlert and Aware

‘ Use strong passwords for all your online accounts and change
them regularly.

Don't click on suspicious emails or links, even if they appear to
be from someone you know.

‘ Avoid using public Wi-Fi unless necessary, as this can leave you
more vulnerable to an attack.

‘ Make sure your computer's operating system and applications !
are up to date with the latest security patches. —

‘ Regularly monitor your financial accounts for any suspicious activity. @
. . . Jray)
‘ Utilize two-factor authentication (2FA) on any accounts when available. 9FA

‘ Attend a cybersecurity awareness training session.
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